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Cyberattacks continue to present massive challenges for companies, causing more than a few companies to 

fail or sustain massive losses. In our Digital Business Brunch: Cybersecurity, we would like to provide insight 

into the most important legal and technical measures which companies can take in order to successfully 

manage IT security incidents, both within and outside the bounds of data protection law. 

 

Accordingly, we will address the topic from a technical viewpoint by focusing on incident response and 

emergency measures, while our presentation from a legal standpoint will talk about the legal consequences 

of IT security incidents and the legal boundaries of IT forensics, as well as the measures which need to be 

taken in each case.  

 

The event is particularly designed for managing directors, company IT security and data protection officers 

and other decision-makers in the areas of data protection and IT security. 

 

Speakers  
 Dr. Tilman Frosch, Managing Director, G DATA Advanced Analytics, G Data CyberDefense 
 Stefan Hessel, Senior Associate and Co-Head Digital Business Unit 

 

Register now. Admission is free of charge. 

The event will be conducted as a webinar with Zoom video conferencing software.  
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Session 1: 
Incident Response & Emergency Measures (G DATA) 
 

 Dr. Tilman Frosch, Managing Director, G DATA Advanced Analytics, G Data CyberDefense 

 

 

Session 2:  
Legal Consequences of Cyberattacks and Necessary 
Measures  

 Stefan Hessel, Senior Associate and Co-Head Digital Business Unit 

 

 

Session 3:  
IT Forensics: Where is the Legal Boundary?  
 

 Stefan Hessel, Senior Associate and Co-Head Digital Business Unit 

 

 

 

 

 

We look forward to exciting material and discussion with the participants. 

 


